“Data Property”: Entitlements Between “Ownership”, Factual Control and Access to Commons
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1 Technology, Fluidity and Sjef

Sjef is an inspirer; no-one catches the attention of students and colleagues like him. He picks up topics which are “in the air” and no-one fully grasps yet. His strength is to provide language and structure to unresolved issues. I got to know him in 2001 when we met subsequently at two different spots, first in Trento (discussing Comparative Intellectual Property Law), shortly afterwards in Bremen (where he taught Comparative Property Law at the Hanse Law School). We are in touch since then.

This article aims to give something back. When writing about data, I am aware that the endeavour is doomed to fail: He is the master of thinking about data. He writes in 2019.2

“If land registries would start to register, next to traditional data about immovables or valuable movables such as ships and aircraft, what might be

* Prof. Dr. Christine Godt, Chair for European and International Economic Law, Private Law at the Carl von Ossietzky University of Oldenburg, e-mail: christine.godt@uni-oldenburg.de. Please note that this contribution was written in the summer of 2020, prior to the publication of the Draft EU Data Package (announced for November 2020, comprising a “Data Governance Act”, a “Digital Markets Act”, and a “Digital Services Act”).


called “data passports” (i.e. land data unrelated to traditional land registration), who is then the “owner” of the passport? Or would “ownership” differ depending upon the data source (satellites, sensors in farming equipment, mobile phones), type of data (land quality, geo-spatial) and purpose (data gathering in the general interest or “precision farming”)? It is vital that we start thinking about these new types of “ownership” or “entitlement”. Or should we perhaps start thinking about new types of “possession”? The answers may very well be different based on (a) area of law (private law, public law), (b) type of object (tangible, intangible, digital), (c) purpose (full control, security, management), (d) nature of the data carrier (physical, human), (e) distance of data from a subject (“dispossession” by mass processing). At least a cross-linguistic common vocabulary is badly needed.”

Sjef teaches property as a matrix, a metaphor for claims of assignment and protection, fragmented, proceduralised, sector adapted, but based on normative principles. He never got weary to emphasize that property is an institution which promises stability, while at the same time explaining that it is a legal institution under continuous change,\(^3\) required to address contemporary problems and in need for procedural approaches.\(^4\)

---


4 Often referring to the works of his dear friend André van der Walt, see van Erp, 2015, supra note 3.
“Data Property”: Entitlements Between “Ownership”, Factual Control and Access to Commons

At the time of writing the hot phase of public debate about “data ownership” is over.\(^5\) The debate has shifted to “data rights”,\(^6\) summarised under the term “access”.\(^7\) Even if some policy areas stick to the term “ownership” (with or without quotation marks), a broader

---


\(^6\) On the differentiation between ‘data ownership’ (exclusive exploitation right) and ‘data rights’ (emerging from a ‘dynamic special relationship’, the original says: ‘Dynamische Sonderbeziehung’) and granting rights of say and participation (German: Mitsprache- und Teilhaberechte) operationalized by a recognized third party effect of (bilateral) data transfer agreements with explicit reference to the model of Art. 4 sec. 4 Dir. 2016/943 (transposed to German law in 2019, § 3 Abs. 3 GeschGehG), see The German Data Ethics Commission (GEK, installed in Sept. 2018) issued its final report in October 2019, available at www.bmi.bund.de/SharedDocs/downloads/DE/publikationen/themen/it-digitalpolitik/gutachten-datenethikkommission.pdf?__blob=publicationFile&v=6 (last accessed 11 September 2020); pp. 85, 104, 144 (referenced to Preliminary Drafts No. 2 (February 2019) und No. 3 (October 2019) of the ALI-ELI Principles for a Data Economy, available at www.europeanlawinstitute.eu/projects-publications/current-projects-feasibility-studies-and-other-activities/current-projects/data-economy/ [last accessed 11 September 2020]). The envisioned goal are “distributed property rights” (in the German text version: “verteiltes Eigentum” – for German law a novel concept) encapsulated as a right to injunction and damages against a third party for acquisition, use and transfer if the person knew or could have known that the person from who the third party acquired the data used and transferred the data unlawfully.

\(^7\) Which encompasses two directions: First, the debate about industrial ‘re-use’, see Ullrich, 2019, supra note 5, p. 21: “[…] the problem of the data economy is not such an insufficient production of data, but an insufficient dissemination of data (complementary, improving, diversifying or even displacing) follow-on innovation in the digital economy. The catch-word is trading with and sharing of digital data, i.e. access rights, not rights of protection.” Second, the debate around the shift towards the term “Datenbesitz” (which signals a title ‘less than’ or burdening ownership), T. Hoeren, ‘Datenbesitz statt Dateneigentum’, Multimedia und Recht 2019, pp. 5-8.

societal reflection has taken up momentum. Being an ELI-member himself, Sjef abandoned the technical term “ownership”, and moved on to reflect fragmented entitlements (“belonging”\(^{11}\)) and the underlying reasons. He holds on to the need to conceptualise data: “Data does not come into existence because we can show an end-user license agreement.”\(^{12}\) This statement responds to two groups, on the one side to those who relegate data simply to contracts,\(^{13}\) and on the other side to those who call for concepts which conceptualise data as novel input factor,\(^{14}\) beside of labour and capital. Assuming that the developments will be propelled by the judiciary, Sjef calls for principles of entitlements with regard to data, as the novel category beside of movables, land, claims and creative expressions.\(^{15}\) In the tradition of Hohfeld, he conceives singular, but conjural rights to process, to retrieve, to use, to manage. This fundamental work is ongoing and the current article will not interfere, but only modestly aims to contribute some reflections from the IP and competition law perspective.\(^{16}\)

---

9 Reflected by ethic committees (for the German DEK id.; for the European High Level Expert Group on AI which presented a consolidated version of ‘Ethics Guidelines for Trustworthy Artificial Intelligence’ on 8 April 2019, see https://ec.europa.eu/digital-single-market/en/news/ethics-guidelines-trustworthy-ai [last accessed 11 September 2020]), numerous conferences (e.g. ASCOLA, 25-27 June 2020), research projects (GOAL, discussed at a GOAL-Summer School 23-24 June 2020), and court decisions (inter alia BGH, KVR 69/19, decision of 23.6.2020 – Facebook [The Federal German Supreme Civil Court upheld the injunction of the German Antitrust Agency against Facebook to oblige users to convey internet use data which is independent from the use of the platform itself and which precludes any user choice]).

10 Sjef is a founding member of the European Law Institute (ELI) and currently involved in two of its projects. He chairs the project “Blockchain Technology and Smart Contracts”, and is member of the Advisory Committee of the joint ELI and American Law Institute project “Principles for a Data Economy”. ELI’s mission is to ‘improve the quality of European law, understood in the broadest sense. It seeks to initiate, conduct and facilitate research, to make recommendations, and to provide practical guidance in the field of European legal development.’ https://www.europeanlawinstitute.eu/about-eli/(last accessed 7 December 2020).

11 Van Erp, 2020b, supra note 1.


13 S. Ras Engelfriet, Handboek ICT-contracten, Utrecht, Ius Mentis, 2015, p. 24: “data should be regarded as by-product of a service”.


16 Building on A. Perzanowski/J. Schultz, ‘Reconciling Personal and Intellectual Property’, 90 Notre Dame Law Rev. 2015, p. 1211. They stress the complementary tension. The reflection of classic property law versus IP law in this context is pursued in parallel by Franz Hofmann, Benjamin Raue and Herbert Zech who organised (after the submission deadline of this article) a conference on the very same topic ‘Eigentum in der digitalen Gesellschaft-Perspektiven von Sacheigentum und geistigem Eigentum, 20.11.2020.
This contribution is interested in the debate: “Who owns data?” It neglects the issue of data as subjects\textsuperscript{17} (software agents\textsuperscript{18} and AI creations\textsuperscript{19}), and also the question of conflicts of interests between multiple processors.\textsuperscript{20} Its focus is the subject-object relation, thus the assignment function of proprietary entitlements: The central question is the construction of raw data as “incoming” resource. In Sjef’s words, does the processor of data possess the data as her own (sic, was it “res nullius” beforehand?\textsuperscript{21}) or was it someone else’s data (in technical terms: [in French] “detenteur ou possesseur”, [in German] “Fremdbesitz oder Eigenbesitz”)?\textsuperscript{22} The “input-question” refers to a central difference of classic property law and IP legal thinking. Broad-brushed and simplified, the default scenario of classical property law is that objects are owned (the core of the discipline circles around rules on “transfer” of title [acquisition or loss]); original acquisition\textsuperscript{23} is today governed by public law. In contrast, the default scenario for IP law is information in the public domain. The very heart of IP laws is to define the creation of “new objects” (“inventions”, “creations”, “plant varieties”). A characteristic of IP-claims is that they are rather “strong”, and IP-law is therefore also a law of limitations. With “raw” information (“data”), the schism between these areas of laws is put back on the table. The present article is interested in how differently conflicts of interests as the flow of information moves and transforms are framed. Up to today, conflicts of interests have only been reflected in a constitutional framing of property, based on approaches of Elsabe van der Slide (a private law property law scholar) and Josef Drexl (an IP and competition law scholar).\textsuperscript{24} The present contribution is interested how

\textsuperscript{17} Faust, 2016, supra note 5.


\textsuperscript{21} Van Erp, 2020b, supra note 1, p. 10.


\textsuperscript{23} Most noteworthy acquisition of water, minerals, archaeological relics, waste management, land use.

\textsuperscript{24} E. van der Sijde, Reconsidering the Relationship between Property and Regulation: A systematic constitutional approach (dissertation defended at the University of Stellenbosch 2015), available at http://hdl.handle.net/10019.1/97827 (last accessed 11 September 2020); J. Drexl, ‘Legal Challenges of the Changing Role of Personal
the property systems absorb these concerns. It will focus on “non-personal data”, governed by the EU Framework-Reg. 2018/1807, and rather on B2B contracts (acknowledging that the debate on personal data is much more advanced, due to the longstanding history of data protection since the 70s. In addition, public media has quite well covered evolving claims emerging from personal data processed by the “big fives”, data accumulated in cars [mostly in the context of autonomous driving], and consumer protection.) This contribution puts the rather old-fashioned question of abstract allocation centre stage, and questions the position which assigns data to the processor by default. It is interested in how property law versus IP law conceptualise the respective conflicts at hand.

The contribution departs from the assumption that the answer does not only lie in any of the existing areas of law, be it conventional property law, IP law, competition law or internal market law. “Data rights” require an understanding of a “greffe” (Amstutz), a reflection about a matrix of proprietary relations, finetuned by “procedural restructuring”, open

---

25 The term “The Big Five” refer to Appel, Google, Microsoft, Amazon, and Facebook; see only BGH, KVR 69/19, decision of 23.6.2020 – Facebook.

26 Frankfurter Allgemeine Zeitung, 5. May 2019, p. T1, describing six sets of car data: (1) ’necessary’ data stirring the driving functions of the car removed from the individual driver’s control, (2) driver’s control over heat and light, (3) entertainment and communication (music, e-mails, connection with one’s smart home, e.g. in order to open the garage door), (4) ‘surveillance’ data of the car for external and internal purposes. External control can be exerted once the car escapes a prescribed geographical area, or exceeds the maximal speed limit. Internal control (or delegated internal control) can be exerted for ‘enhanced’ inspection (precision data about breaks and tires), (5) Some manufactured differentiate their product lines by ‘digital (up-)grading’ which one need to rent after a time period (months, years) of free use, (6) personalised data streams (usually submitted to ‘PIC’, but essentially removed from the driver’s control) to be sold to third parties (e.g. insurances).

27 Ritter/Mayer, 2018, supra note 5, pp. 244 et seq.; Metzger/Mischau, 2020, supra note 20.


to fragmentation which reflects societal embeddedness.\(^{31}\) It is in search of a constitutional thinking *inside* property law. The question “Who owns it?” is understood as a metaphor. The public discourse might even frame collective or public interests as “property right”.\(^{32}\) This contribution aims to further entangle the different interests which risk to be mixed up or prematurely absorbed when using the single term “ownership”.

## 2 Data – a Contested “Proprietary Object”

Sjef has been interested in the conceptualisation of data early on. At the beginning of the 2010s, when the approach prevailed that digital relationships are sufficiently governed by contracts, he referred to the *Hoge Raad’s* decision on the quasi-property status of a virtual amulet in the game *Runescape*\(^{33}\) (emerging in the context of criminal law\(^{34}\)), and to the protective function of property. In a similar vein, he questioned Facebook’s standard terms with a property lawyer’s intuition as a new form of acquisition, and followed closely the emerging judicial arguments if a Facebook account gets “bequested” by the parents after a mortal accident (suicide?) of an adolescent daughter.\(^{35}\) He wrote about digital assets,\(^{36}\) bitcoins,\(^{37}\) blockchain based digital land registries,\(^{38}\) and found interest in research work

---


\(^{33}\) Dutch Supreme Court (Hoge Raad), decision of 31 January 2012, ECLI:NL:HR:2012:BQ9251, NJ 2012/536 (*Runescape*).


\(^{35}\) German Supreme Court (BGH), decision of 21. Juni 2018, Az. III ZR 183/17; reversing the Regional instance court (KG) decision of 31.05. 2017, Az. 21 U 9/16, which had reversed the first instance court’s obligation to Facebook (LG Berlin, decision of 17.12.2015, Az. 20 O 172/15).


\(^{38}\) S. van Erp 2019 (sura n. 1).
about (digitally bartered) proprietary empty cargo vessel space, digital bills of lading, and software “grandchildren licenses” with in rem effects.

Sjef sensed early on that data is a distinct object. He preferred the term “asset” when reflecting about “data entitlements”. Building on his earlier works, he is interested in conceptualising a “management right” rather than “ownership” as exclusive allocation. He writes: “As to data, the degree of ownership we should try to understand is management, as the expression of access, control, portability and erasure.”

Today, we categorise “data” along three characteristics. The first line of arguments aims at distinguishing “data” against “information” and “facts”. Sjef starts with the ISO definition of data as “reinterpretable representation of information in a formalized manner suitable for communication, interpretation, or processing.” Implied is the central distinction between “data” and “information” which has become standard: its core is that data requires “framing”, which brings up questions as to “who’s” and by which criteria. In Marc Amstutz words: “Data Ownership merges individual and collective autonomies.”

While jurisdictions which only accept “property” in things and creations have witnessed

---

41 D. Saive, Das elektronische Konnossement – Umsetzung der Anforderungen aus § 516 Abs. 2 HGB durch funktionsäquivalente Blockchain-Token, Tübingen, Mohr-Siebeck, 2020.
44 Which is, in a jurisdiction such as Germany, conceived to be the core of ownership, J. Wilhelm, Sachenrecht, 6th ed., Berlin, DeGruyter, 2019, para. 237; C. von Bar, Gemeineuropäisches Sachenrecht, Vol. 1, München, C. H. Beck, 2015, para. 22.
45 Van Erp, 2020c, supra note 12, p. 93; in this attempt, he aligns with Boerding et al., 2018, supra note 22, p. 350.
47 This is what Herbert Zech calls ‘semantic information’ (content), as distinguished from ‘syntactic information’ (representation of signs) and structural information (as embodied in material), Zech, 2012, supra note 28.
49 Ullrich, 2019, supra note 5, p. 24, at note 73.
tensed debates on data ownership, few jurisdictions such as Latvia\textsuperscript{51} and Luxembourg\textsuperscript{52} stipulated data ownership, while jurisdictions which also embrace claims as property\textsuperscript{53} have seen a more open, but still have had controversial debate.\textsuperscript{54} Next to data and information is the distinction of data against facts. Facts are part of the real world what implies that protection for data must be “more robust” than for facts,\textsuperscript{55} alluding to the delineation of public domain facts and creations in copyright.\textsuperscript{56} The distinction between data and facts positions data as a category between facts and IP: For a selected/arranged accumulation of data (“content”) with substantial investment, a proprietary \textit{sui generis} title is available under the Database Directive,\textsuperscript{57} submitted to various exceptions (e.g. “lawful use”, infra). Full-fledged copyright protection is available for data compilations with an “original selection or arrangement”.\textsuperscript{58} The second central category is the distinction between personal and “non-personal” data.\textsuperscript{59} The idea is that personal information is attributed to the person, whereas non-personal information is – as one often reads – in the public

\textsuperscript{51} Deloitte Study 2017, \textit{supra} note 20, p. 185.
\textsuperscript{52} Art. 567 Code de Commerce Luxembourg; critical on this legal reform F. Hoffmann, “"Dateneigentum" in der Insolvenz”, \textit{Juristenzzeitung (IZ)} 2019, 960, at p. 968.
\textsuperscript{53} Such as France, Belgium, the Netherlands, Austria, Common Law.
\textsuperscript{54} Such for Austria only G. Klammer, \textit{Dateneigentum. Das Sachenrecht der Daten}, Wien, Jan Sramek Verlag, 2019.
\textsuperscript{56} With noteworthy borderline case for ‘fictionalized facts’ (attributed to the copyright holder in the case of a lexicon for the Harry Potter series of novels by the US District Court for the Southern District of New York, 575 F.Supp.2d 513 [SDNY 2008] – \textit{Warner Bros. Entertainment, Inc. and J. K. Rowling v. RDR Books}) and ‘seismic data’. In the latter case, the Alberta Court of Queen’s Bench divided seismic data about the ocean floor into two categories, ‘field data’ and ‘processed data’, distinguished from ‘features of the sub-ocean landscape’. The judge found that both categories, ‘field data’ and ‘processed data’, meet the threshold of originality, since each required considerable skill and judgement for their creation (2016 ABQB 230, 38 Alta LR (6th) 48, aff’d 2017 ABCA 125, appeal denied 2017 CanLII 80435 (SCC) \textit{Geophysical Services Inc. v. Encana Corp.}). The judge concluded that seismic data are “an expression of [the firms] views of what the image of the subsurface of the surveyed area represents.” Scassa, 2018, \textit{supra} note 55, p. 10, comments that the wording signals that the judge seemed to recognize copyright in the data themselves rather than just in the overall compilation of data.
\textsuperscript{58} Dubbed ‘merger doctrine’, discussed by Scassa, 2018, \textit{supra} note 55, p. 10, in distinctions to ‘factual compilations’ for which copyright is denied, the leading case is US Supreme Court, 499 US 340, 111 S Ct 1282 (1991) – \textit{Feist Publications Inc v. Rural Telephone Services Co}.
\textsuperscript{59} While this distinction appears to be strong European black letter law, Ingrid Schneider cautions that the categorization might be overstressed, Schneider, 2021 (forthcoming), \textit{supra} note 14, pp. 3-4. This caution is warranted considering the CJEU considers also dynamic IP addresses as personal data, C-582/14, (ECLI:EU:C:2016:930).
Even if personal data can be bartered, the person remains linked to it. This translates legally into “withdrawal rights” such as the right to erasure and the “portability right” stipulated by the (public law) EU-General Data Protection Regulation (GDPR). The third category refers to the distinction between consumers and businesses. Beside their “portability right” for their personal data, consumers have a porting right also for non-personal data when the contract terminates (Art. 16 sec. 4 Dir. 2019/770). Businesses do not enjoy secure mandatory access right. Art. 6 sec. 1 lit. a Reg. 2018/1807 obliges the Commission to “encourage and facilitate” codes of conducts which provide for a “porting right” for non-personal data, so that the transfer of data to either another or the own IT-processor becomes possible. Beyond, businesses only have a right to information under the Fairness and Transparency Regulation and access claims may be argued under national contract law. Yet, scholars advocate an access right for “re-use” for businesses in various forms (infra).

Thus, Sjef positions data in the domain of property law. His aim is to apply values of property law to the data economy, such as stability, policy choices (inter alia protection of commerce), leading principles (inter alia Numerus Clausus), and ground rules (inter alia nemo dat rule). This is why he proposed in 2019 the (ownerless!) Quebec trust as a template for fragmented management rights in data. In 2020, his thoughts circle around data as items of “dynamic property”, in order to counter the factual control mechanisms of processors and the current practise of ubiquitous (compulsory) contractual transfers of data entitlements.

Aside of contract and property lawyers, there are intellectual property (IP) and competition lawyers who engage in the discussion about “data ownership”. IP law is...
associated due to the immaterial nature of data, the *factual* quasi-exclusionary nature of databases,⁶⁹ the widespread protection of algorithms,⁷⁰ and the incorporation of proprietary data⁷¹ and business secrets⁷² in databanks. In addition, the dualistic structure of copyright allows a split of personal and patrimonial interests in the same right. However, the premises of general private law on the one hand, and IP-law on the other, are very different – notwithstanding that several scholars cross the lines. While pioneering scholars such as Karl-Heinz Fezer⁷³ and Herbert Zech⁷⁴ early embraced the idea of “digital ownership”, despite for different subjects and for different reasons, many IP lawyers remained sceptical as a matter of principle. The reason is that IP entitlements are primarily conceived as market control rights, not as control over objects. They are granted for performance, not on mere information. While firmly rooted in the property paradigm, protection of IP-rights is purpose-bound (Grünberger⁷⁵). IP-law is all about incentives, very little about freedom. Very different to the general take on property, exclusive IP rights are conceived as exceptions to the rule of competition. This is why IP laws define the rule under which rights emerge; their grant requires justification. This balancing is reflected by limited protection terms, numerous limitations and exceptions. While often not accepted

---


as generic “use rights”, but as “privileges” only, 76 exceptions limit the property right. The core is that IP protection is never absolute, and not related to “the information” or “the idea”, but limited to the creative expression or the technical teaching.

The point of departure (private law vs. IP law) has several ramifications on the data debate. I shall highlight five of them. First, the public domain is an integral part of IP-reflection. Input information which does not meet the creativity threshold remains in the public domain (free to be used, no compensation due), protected knowledge becomes public domain once the protection term has expired. And even if protected, the purposes might demand public access rights by way of stipulated exceptions and privileges (for free or remunerated), and non-written access rights (under competition law). 77 The public domain may also get contractually re-constructed. 78 Different from private property lawyers, publicly available information is an elementary category for IP- and competition lawyers. Non-protection is not per se a problem. Whereas in property law “res nullius” has become a rare exception, IP law has remained susceptible for the attached values. Second, in contrast to property lawyers, IP-lawyers do subscribe to a different notion of “stability” since their mission is to foster economic change and innovation. 79 IP-laws point of reference is dynamic competition in which the right to exclude may unfold an advantage (the characteristic profit margin above market level). Only from the limited perspective of the right holder does the IP right provide stability in the “turmoil of competition” as long as the right lasts. The core of the IP philosophy, however, is “creative destruction” (Schumpeter 80). It strikes a balance between the central property function (investment incentive; wealth accumulation) and free trade. Besides time limitations, the most evident institution for the legal concept of the “embeddedness of exclusive rights in competition and trade” is the principle of


79 ‘Stability’ as such is not a value. Entitlements are always timely limited. ‘Disruptive technology’ is not seen as evil, but is part of the disciplinary DNA. As Joseph Schumpeter explained in his seminal work Business Cycles of 1939, ‘disruptive innovation’ fosters growth – and this is exactly what IP-laws incentivise. Yet, IP property provides for fences in competition, and in this sense stabilizes the prospect on returns of investments. 80 Seminal: J. A. Schumpeter, Capitalism, Socialism and Democracy, reprint, London, Routledge, 1994 (org. 1942), pp. 82-83. The ‘gale of creative destruction’ describes the ‘process of industrial mutation that continuously revolutionizes the economic structure from within, incessantly destroying the old one, incessantly creating a new one’.
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Exhaustion splits the original single IP-title into two: one continuing, but timely limited title to the invention/creation, and one timely unlimited property title to the single goods. It thus limits the IP-right and provides stability to the purchaser. Data entitlements need to be embedded in similar (“cut-off”) principles. Third, IP law’s perception is dynamic and sequential in time. The knowledge output of one inventor/creator is the input for the next. This creates inherent fragmentation. IP laws have developed different types of fragmentation, such as the dual theory for copyright (which defines the relation of creator and economic partner) or the dependency-principle in patent law (which defines the relation of consecutive patents). Thus, fragmentation is inbuilt in IP (and not challenged as a legal concept, regardless of the legal family). The alignment of data entitlements requires a similar conceptualisation. Fourth, the IP-title may have a value as commodity. However, this value is only a reflection of the monetary value generated in competitive markets of the copies which embody the immaterial object. In contrast, in private law, the object covered by the property title is conceptualised as embodying the value of that item. The underlying idea is twofold: First, the item embodies the proprietary value, and this creates stability. Second: the object provides the owner with the means to invest and generate profits (an idea which derives from “dominium directum” which allows the superior to collect rent from the person actually using the land [inferior]). Only the latter idea is shared with IP law in that the IP right creates an incentive that the owner takes care of his things (invests), devise means to create an economic surplus (“to manage it”), thus fostering societal growth. Only in this regard does IP law “mimick” property law. Yet, data sits in the middle. As such, it has seldom a value in itself. It is the cumulative nature of big data which both, has value and can be used to further create value. This hybridity needs to be reflected in future concepts, and would be neglected if “absolute title” would be granted to the processor. Fifth, the functional embeddedness is today clearly acknowledged for IP. Rights have to fulfil a public purpose. This creates an inherent tension between industrial and competition policies. The industrial policy decision is to protect immaterial goods and to grant strong entitlements (because immateriality “perpetuates”); remedies reach beyond the object itself (so-called “reach through”-claims). It is for

82 This argument is stressed by Perzanowski/Schultz, 2015, supra note 16, pp. 1217, 1249.
83 Time limitations are conceived as central to IP lawyers, Ullrich, 2019, supra note 5, p. 22.
85 The fragmentation is evident for the dualist tradition in copyright, however, it is equally present for the bifurcation in monist traditions which distinguish the title and moral rights.
86 Van Erp, 2020b, supra note 1, p. 5.
87 Emphasised as ‘re-purposing’, and operationalised by sectorial regulation, see Grünberger, 2021 (forthcoming), supra note 30.
competition law to contain the negative effects by defining limitations and cut-off rules. This complexity is an important difference to property entitlements in objects (which are today defined by “private utility”). The architecture of data entitlements would need a similar system of “checks and balances”.

For all these differences, the discussion about “data ownership” unfolds differently in the IP-context compared to the purely private law context, but is by no means less controversial. Proponents of data property either call for more control of the individual (Kilian, Fezer, Amstutz), for more incentives for investments (Zech, Specht, Jöns), or for more creativity dependent on the sectorial specificities (Grünberger). Despite the common stance as to the instrument and to the liberal underpinning, these approaches differ strongly as to who will be the owner (the originator for Fezer or the processor for Zech) and for which purpose (liberty for Fezer versus incentives for Zech). Opponents focus on the functioning of markets (Drexl, Hilty) or competition (Ullrich, Schweitzer/Peitz, Kerber, Zimmer). The central arguments are twofold. First, there is no lack of incentive to invest in databanks. Second, commodification would propel the loss of private sovereignty. Taken together, a data property right would exacerbate power accumulation in the market and impede access to content data. In fact, the approaches

89 Fezer, 2017a und 2017b, supra note 73.
90 Amstutz, 2018, supra note 50, p. 438.
93 Jöns, 2019, supra note 28.
95 Drexl, 2018, supra note 24.
96 Richter/Hilty, 2019, supra note 69.
97 Ullrich, 2019, supra note 5, p. 25.
102 This is why Ullrich (2019, supra note 5, p. 24) opposes Zech’s distinction between semantic and syntactical information. Protection of syntactical information would impede access to content information.
of Amstutz and Drexl appear rather related, despite the use of different languages and the clear opposed results. Amstutz and Drexl envision differentiated rights linked to other individuals and to collective needs. Amstutz clearly distances his approach from Zech’s. “Data are not assets but media.”

Both, property and the IP scholars take reference to economic literature which departs from the non-rivalness of data. This term resonates with the public good qualification, although the second limb of its definition (non-exclusiveness) is usually exerted by factual control. This point of departure defines the structure of the argument. Public goods are prone to market failures. Either “well-defined property rights” (Coase) or regulation are required. This juxtaposition gives rise to the question how data is most efficiently used. While in legal literature it seems to be common sense, that data has become a (valuable) currency in exchange of a service, economic literature has come to reject the notion of data as a valuable object. “The marginal value of collecting additional data to built-up data bases is very low or zero. This depresses the market value of individual data.”

The economic rationale prevails that assigning “property” to data will not remedy, instead the concomitant “alienability” will exacerbate the problem of power accumulation. In this reasoning, economic literature is concurrent with competition and IP law. It is against the backdrop of obvious shortcomings of exclusivity, anti-trust concerns and lock-ins, that “access” has become the key term which has been proposed in three different forms. The first approach advocates a self-standing entitlement directly against (sic “mandatory” obligation of) the processor, either based on anti-trust law with reference to a market dominant data processor, or based on data as “essential

103 Amstutz, 2018, supra note 50, p. 528.
104 Id., p. 527.
106 Atik/Martens, 2020, supra note 71, pp. 16/17 (for non-personal data), and this “explains why intermediary platforms cannot give farmers a meaningful remuneration”. For the same reasoning with regard to personal data: D. Acemoglu et al., Too much data: prices and inefficiencies in data markets, NBER Working Paper 26296, 2019.
107 Atik/Martens, 2020, supra note 71, p. 8: “Data have no value on their own. They become valuable when they can be used to generate more revenue in product and service markets. Capturing the value of data requires some degree of integration between upstream data and downstream product and services markets.”
108 Kim, 2021 (forthcoming), supra note 84, p. 4.
109 See pending legislative draft for a 10th revision of the German Act against Restraints of Competition which proposes to introduce new instruments, especially Section 18(3b): Intermediation power; Section 19a: Paramount crossmarket importance for competition; Section20(1): Relative market power; see Federal Ministry for Economic Affairs and Energy, Gesetzentwurf des Bundesministeriums für Wirtschaft und Energie, Entwurf eines Zehnten Gesetzes zur Änderung des Gesetzes gegen Wettbewerbsbeschränkungen für ein fokussiertes, proaktives und digitales Wettbewerbsrecht 4.0 (GWB-Digitalisierungsgesetz), 9. Sept. 2020, available at https://www.bmwi.de/Redaktion/DE/Downloads/Gesetz/gesetzentwurf-gwb-digitalisierungsgesetz.pdf (last accessed 18 September 2020); as advocated by academia: J. Drexl, ‘Neue Regeln für die Europäische Datenwirtschaft? Ein Plädoyer für einen wettbewerbspolitischen Ansatz’, NZKart
The second approach refers to contract law, either as advised terms for co-generated databases ("opt-in"), as compulsory sectorial contract law, or as a general (default) private law rule ("opt out"). The third approach advises organisational forms of "intermediaries" ("trusted third parties") which already exist in the automotive, energy, and banking/payment sectors. Even Fezer advocates a public agency to pool "data property" of citizens and function as their "representative" (evidently aside of state data protection agencies). Jones/Tonetti propose the pooling of property rights in consumers, Metzger/Mischau stress the neutrality of third party "intermediaries" for the pooling of car driving related data, Atik/Martens and Kenney et al. report about several designs of agricultural neutral intermediaries in France, the US and the Netherlands. Yet, the central problem of setting up these intermediaries is finance. The probable high service costs upstream are to be factored-in against reduced costs in the future and better services downstream.

---

111 Principles 23-25 'Data Rights Beyond Co-Generation' of the ALI-ELI Principles for a Data Economy – Data Rights and Transactions' (last version 22. May 2020). Co-generation is broadly defined by a non-exhaustive list of circumstances which should be taken into account when stipulating contractual access and porting rights, such as that the data is necessary for the normal use, maintenance or resale of the product or service, for quality monitoring, for the understanding of the party's own operations, for the development of new products or services or for preventing a lock-in situation, as reported by A. Metzger, 2020, supra note 66.
113 Qualified as 'majoritarian default rule', by A. Metzger, 2020, supra note 66, while he stresses that contract of freedom has to be secured by opt-out options.
116 Jones/Tonetti, 2019, supra note 48.
117 Metzger/Mischau, 2020, supra note 20.
118 Atik/Martens 2020, supra note 71, p. 9, pp. 32 et seq.
120 Which all have their trade-offs (Atik/Martens, 2020, supra note 71, p. 33). Cooperatives either lose their neutrality over time – or keep them with the trade-off of not providing 'full service' (cost advantages will then again depend on the respective bargaining power); cooperation with (independent) large data processors avoid self-preferencing, but cannot avoid new lock-ins.
121 Atik/Martens 2020, supra note 71; Schneider 2021, supra note 14.
In contrast to the current debate which revolves around contracts and competition, the shift in argumentation towards “access” appears to be a reflection of a shift from binary market relations towards commons. Already in 2004, Yochai Benkler picked up this stream of thought and distinguished goods with high, medium and low granularity, building on Ostrom.\footnote{Y. Benkler, ‘Sharing nicely: On Shareable Goods and the Emergence of Sharing as a Modality of Economic Production’, 114 Yale Law Journal 2004, pp. 273-358.} His interest was in “sharable goods” and the gap between the costs of production and the good’s capacity to meet consumption needs.\footnote{Id., at pp. 207-303.} His reflection was fuelled by products where the purchaser “gets more than he/she needs”. The conceptual core of his reflection was the “slack capacity”, which he finds in “mid-grained lumpy” goods, and which allows for sharing and pooling.\footnote{‘Fine-grained goods’ have a ‘granularity’ which allows consumers to buy precisely as much of the goods as they want. An example is food. The use value equals the exchange value. By contrast, ‘large-grained goods’ require aggregated demand across many individuals to make the purchase costs effective. The use value of an individual is much, much smaller than the exchange value. An example is a steam engine. With ‘mid-grained lumpy goods’ the consumer gets more of the good as he/she can afford and consumes. The use value for the individual is smaller than the exchange value. These goods have ‘slack capacity’, and are therefore ‘shareable.’} Benkler’s “granularity theorem” is helpful as far as it re-directs the reflection about data. Even if products cannot be equated with data, there are parallels, and the concept opens perspectives. One parallel can be drawn between “mid-grained” goods and accumulated data. The cumulator “sits” on more data information than the company could meaningfully exploit itself. This constellation calls for arrangements which allow access right in order to fully grasp the societal use potential (sharing for re-use). A parallel to “fine-grained goods” would be a contract with e.g. Spotify or Netflix. Here, the customer gets exactly as much as he/she pays for.

Yet, what about raw data? They can be qualified as “fine-grained goods” if the transfer is conceptualised as a barter against the service. But what exactly is transferred? This is at the heart of the contested debate about “data ownership”; it puts the “input question” centre stage. From the preceding literature review, it appears that IP-lawyers presume raw data as public domain, while private law proponents appear to assume an acquisition process where prior entitlements to data (of whatever nature these entitlements are) perish with processing, similar to the ideas underlying § 950 German Civil Code, and time rules such as acquisitive prescription and adverse possession. In this ambiguity, the discussion resembles the one about other types of contested input information such as “Traditional
Knowledge\textsuperscript{125} and biomedical information,\textsuperscript{126} which have widely remained unsolved\textsuperscript{127} (in more depth infra 4a). Yet, while the legal techniques in IP and classical property law differ,\textsuperscript{128} the economic rationale is congruent: Property shall be assigned to the one who invests and contributes most (and does not stifle\textsuperscript{129}) economic growth.

While IP and property law converge as regards the economic rationale, both areas differ as to how they integrate non-economic and non-individual interests. And while the conceptualisation of data is still underway, the legislator is already actively shaping the legal environment. The GDPR grants individuals with regard to personal input information a portability right and a right to be forgotten. Reg. 2018/1807 on non-personal data primarily calls for private self-regulation, but it does already stipulate a “porting right”. Public sector information is framed by two directives, Dir. 96/9/EC,\textsuperscript{130} and Dir. 2019/1024\textsuperscript{131} (repealing Dir. 2003/98/EC\textsuperscript{132} with effect from 17 July 2021). The latter turns away from the proprietary approach and provides for access rights for the data categories covered.\textsuperscript{133} Thus, data entitlements are already existing. However, our understanding of the inherent balance between public and private interests, and between recognition of (other) interests and the fostering of entrepreneurial activity is lagging behind. This problem it not adequately grasped by the debate about the economic value of input data. At stake are values such as autonomy, recognition, self-determination, self-subsistency, and the question who benefits from publicly financed data. To which extent is data “public”? This raises the question of the systematic value of raw data which unfolds a public dimension and involves

\begin{enumerate}
\item To which claims in the various European jurisdictions are regulated either as individual or collective interest, see Comparative Remarks for Cases 10-13 in C. Godt \textit{et al.}, 2021, supra note 24.
\item Concomittant with ethical issues: Is the individual entitled to a share of commercial benefits and to economic damages once his/her rights get violated? While the paradigmatic case dates back to 1990 (\textit{Moore}), the debate is still ongoing, see A. Clarke, \textit{Principles of Property Law}, Cambridge, Cambridge University Press, 2020, pp. 308-325.
\item In § 950 BGB the ‘incoming’ object/information gets ‘appropriated’ (‘absorbed’), in copyright, prior titles get ‘cut-off’ (do have no influence on the later creation), in patent law, discoveries and mathematical theories are excluded from patentability from the beginning (while sequential ‘proprietary titles’ are aligned via the ‘dependency principle’).
\item This is the assumption of patent exclusions for discoveries and mathematical theories, see Godt 2007, \textit{supra} note 32, p. 26.
\item Guibault, 2021 (forthcoming), \textit{supra} note 77, p. 18.
\end{enumerate}
public interests. How can these relationships be conceptualised, and what are the consequences? Before I submit a proposal (4.), we will look into some selected cases first (3.).

3 Case Studies

3.1 Agricultural Data

Recital 9 Reg. (EU) 2018/1807 refers to “data on precision farming” as an example of non-personal data. Yet, detached from the legal bifurcation of personal and non-personal data, does industry, as reported by the European Commission, distinguish three types of data as follows: (i) farm data (from particular farms via sensors, machines or directly about farmers), (ii) complementary data (such as weather, satellite and other environmental data, including precipitation events, evapotranspiration, and heat unit accumulation), (iii) proprietary data (about agronomic inputs performances such as seeds or pesticides). While farm data is submitted to transatlantic standardisation (so called ISOBUS), the attribution of these data-sets slightly differs between the EU and the US, each having set up Codes of Conduct aimed at enhancing the bargaining power of farmers. For farm data, the US Chapter assigns “ownership” to “the farmer”; complementary data, argumentum e contrario, is (appropriable) public domain information; proprietary data appears to be conceived as business secret. The European equivalent (despite earlier demands) does not use the term “ownership”; it assigns the exclusive right to licence access to the data and control its downstream use or re-use to “the originator”. This term refers to the machinery, and it is not clear if the originator is the owner of the device,

---

134 Rightfully stressed by Scassa, 2018, supra note 55, p. 2.
136 The different flows of data is visualised by P. Noack, Precision Farming – Grundlagen und Anwendungsfelder, Berlin, Wichmann, 2018, p. 19.
137 Norm ISO 11783, for more technical description see id.
139 These terms are similar to those used in the automotive sector where, on paper and as default rule, “data belongs to the vehicle owner”, Ritter/Mayer, 2018, supra note 5, p. 245.
141 The machinery is equipped with ‘sensors’ and ‘actuators’. Sensors collect data on mechanical movements and navigation position of the machine. Actuators use data inputs to activate mechanical movements and steer the machine.
the device controller or the farmer who has rented the device.\textsuperscript{142} Eventually, the clear point of departure in the US and the unclari""""ties in the EU are irrelevant since both Chapters recognise alienability. In the US, Monsanto Software contracts for Fieldview limit portability to other users of the same software. Hardware and software are licensed, not sold. The hardware is to be returned at the end of the contract.\textsuperscript{143} In the EU, “portability” is secured (but also limited) to changing services (Art. 6 Reg. 2018/1807 thus stipulates a “porting right” only); anonymized and aggregated data (thus data which is “no longer specifically identifiable”) is exempt. As a matter of consequence, the legal differences do not matter in practise, since contracts override default principles, legal transplants from the GDPR remain mute, and transferability is in practise not only accepted, but often imposed to the provider.\textsuperscript{144} Problems have been reported as to the transfer of behavioural and on-site data to third parties (manufacturers, insurers).\textsuperscript{145}

3.2 Platforms and Databases

Large databases can be exclusive or publicly accessible. If data sets enjoy proprietary \textit{sui generis} protection under Dir. 96/9/EC is a contingent question. The Court restricted the emergence of the database right in \textit{British Horseracing} 2004,\textsuperscript{146} and adjudicated little afterwards.\textsuperscript{147} The central question which is distinct from the emergence of the right is the question of access. The originators are now given “retrieval rights”, either for control, or for porting to another processor. Public discussion has shifted to third parties” right for “re-use”. While re-use got regulated in three service sectors (see above), the triangular situation is largely unresolved. As far as the projected use by the third party is covered by the data originators prior informed consent (“PIC”) and the transfer as such authorised

\textsuperscript{142} Atik/Martens, 2020, \textit{supra} note 71, p. 21; also Deloitte Study 2017, \textit{supra} note 20, pp. 223, 224; a true problem when considering the different technical devices contracted for in digital farming, for a practical account see the comparison of data generated by multicopters (aerial vehicles) and ground sensors in winter wheat cultivation, see C. W. Zecha, \textit{Spatial Combination of Sensor Data deriving from Mobile Platforms for Precision Farming Applications}, PhD-thesis, University of Hohenheim, 2019, available at http://opus.unihohenheim.de/volltexte/2019/1629/pdf/PhD_Thesis_CWZecha_2019.pdf (last accessed 14 September 2020).

\textsuperscript{143} Para. 3.4 Climate Fieldview™ Terms of Service, available at https://climate.com/fieldview-terms-of-service (last accessed 24 July 2020).


\textsuperscript{145} Deloitte Study 2017, \textit{supra} note 20, p. 225.


\textsuperscript{147} Guibault, 2021 (forthcoming), \textit{supra} note 77, p. 19 with an analysis of later case law.
in advance, it might be legitimate to submit the transfer to a bilateral agreement (submitted
to power imbalances). Where, however, the data set entails proprietary data or the use
goes beyond the consented use scope, both parties have to renew prior informed consent
of the originator.

Yet, the question of *sui generis* protection got side-lined since the CJEU acknowledged
mere factual control (including the contractual restrictions) in *Ryanair*.148 The case revolved
around access of a price comparing platform to Ryanair’s publicly available dataset which
includes prices, flights and timetable information. Ryanair had posted that it excluded
access consent for commercial re-use purposes. In a contested judgement, the Court ruled
that in cases where the directive does not apply also the exemptions to the exclusive right
for “lawful use” are not applicable. As criticised by Guibault, this ruling “disregards the
balance mechanisms built in IP legislation, and effectively reinforces the primacy of public
ordering through contracts.”149

This problem is exacerbated when it comes to exclusive databases which exist today
in all sectors. Due to their industrial (secretive) nature, little empirical data is available,
and – beyond the agricultural sector – only few publications.150 With regard to “portability”,
literature purports “effective arrangements” in the automotive sector, the energy sector
and the banking and payments services, and in agriculture.151 Yet, the quest for standards
for access, interoperability and data quality have become the central issues of the debate
of how digitalisation can be advanced.152 The regulator responded: porting rights also for
non-personal data in general have to be secured for consumers and businesses alike by
member states effective by 30 May 2021.153 Thus, where service providers process machine
generated maintenance data for the owner of the machine (e.g. combustion engines data
in large vessels in order to coordinate repairs on the travel way of the vessel, or elevator
use data in order to manage security checks), the possibility for the machine owner to
transfer data to another service provider is prospectively secured. With regard to access
for re-use, specific regulation exists for the automotive sector (though selectively),154 and

148 Judgement of 15 January 2015, *Case 30/14, Ryanair Ltd v. PR Aviation BV*, ECLI:EU:C:2015:10 (concerning
‘screen scraping’).
150 An informative exception is the Deloitte Study 2017, *supra* note 20, which includes a survey of ten sectors.
152 See Deloitte Study 2017, *supra* note 20, pp. 330, 331 just for an example the energy sector: access is asked
for to both private and public data banks; quality in data is described as “non-duplicative, complete, real-
and Information Technology* 2017, pp. 26-37.
154 Car maintenance data are to be made accessible to independent repair shops under Reg. 715/2007/EC (OJ
2007 L 171/1) on FRAND-terms; yet, in reality the problem appears to be most acute in this sector, see
for banking and payment services. Cross sectorial contracts on data transfer are known for car automotive generated data between car manufacturers and insurers. It is the re-use issue which the commission scrutinizes for misuse, and for which it actively encourages “codes of conduct”.

3.3 Public Sector Data

Looking at public sector data brings us closer to the question of what the nature of input data is. Public sector information is framed by two directives, Dir. 96/9/EC and Dir. 2019/1024. Art. 3 in conjunction with Art. 13 Dir. 2019/1024 provide for access rights to listed high-value public data-sets (Annex 1: geospatial, earth observation and environment, meteorological, statistics, companies and campany ownership, mobility). This directive reverses CJEU-adjudication in Compass-Datenbank and Freistaat Bayern on Dir. 96/9/EC, and turns away from the proprietary approach. In contrast to its preceding Dir. 2003/98, Dir. 2019/1024 gives priority to the re-use of public sector information over the public body’s IP right. It also extends the “principle of open by default” to research data, which is considered by most member states as “property” of the public institution, Art. 10 Dir. 2019/1024. Thus, the directive re-installs the general public’s access to what most people perceive as (collected) “public domain” material. In this regard, a comparative account of public sector information in various EU member states is most informative for the differing rationales. While in some jurisdictions, private property for public institutions is taken for granted (burdened only by researchers’ freedom), public finance correlates with public access and remuneration restrictions with an outspoken policy to provide access to as many people as possible.

155 Dir. 2015/2366/EU on payment services in the internal market, OJ 2015 L 337/35, (so called ‘PSD2’), which replaces Dir. 2007/64/EC, made service like ‘Apple pay’ possible; further description of how financial SMEs and start-ups use it: Deloitte Study 2017, supra note 20, p. 242.
158 Infra fn. 126 and 127.
159 Judgement of 18 July 2012 in Case 138/11, ECLI:EU:C:2012:449. A private entity requested access to the company register created and maintained by the Republic of Austria based on Art. 102 TFEU. The legal question was if Austria’s licencing activities were to be qualified as ‘an undertaking’ within the meaning of Art. 102 TFEU, a proposition denied by the Court. The result supported Austria’s argument to have a databank right under Dir. 96/6/EC, OJ 1996 L 77/20 (its preconditions were not inquired by the court).
161 Guibault, 2021 (forthcoming), supra note 77, p. 18.
162 See Godt et al., 2021 (forthcoming), supra note 24, comparative remarks on case 4.
Yet in practice, weather, satellite and other environmental data, including precipitation events, evapotranspiration, and heat unit accumulation is then “owned by the party that purchases the data, e.g. in case of data on weather forecasts, the data is purchased by a software provider and transformed into an easy-to-use application for farmers”. 163

### 3.4 Corona Apps, E-health Apps

In a recent article, Sjef explores Corona Apps, and reflects about them as a specific form of e-health apps. 164 The important teaching of this article is the complex interest structure of these data. The information of a person infected by the corona virus is evidently not only purely personal information for which the infected person can claim data protection. Evidently, it is personal information of any person who met him or her. For the case of the German corona app, it is only the contact data collected by way of Bluetooth which is decentrally collected on the smartphone, and pseudonymized numbers are stored. Beyond, legitimate public health concerns exist (to be communicated and processed by public agencies). Sjef also acknowledges interests of the pharmaceutical industry and insurers, even discusses the eminent domain of territorial states. The article sheds a spotlight on the complex public nature of data.

### 3.5 Interim Conclusion

These limited examples show two things. First, the assignment of non-personal data to the factual controller is not evident. Possession may result in factual control. However, the examples show that actors in the field attribute the original title to the data provider (the contractual terms demand transfer of title, for both personal and non-personal data). The actors’ language implies that the legitimate (“better”) title does not rest with the processor/the possessor in the first place, as courts have assumed (also against contractual terms, cp. supra re Ryanair, stipulated exemptions not applicable) resulting in overridden re-use interests and retrieval rights. Yet, more recent EU legislation has paved the way to assign specific entitlements to the originator and to third parties. These recent developments dismantle the property language as simplistic, sometimes manipulative. It becomes evident that the language is used in two ways. Originators use classic property language (rei vindicatio) to counter the processors control, and processors use IP language to counter data originators demands (qualifying their information as “public domain”).

---

163 Deloitte Study 2017, supra note 20, p. 223.
164 Van Erp, 2020b, supra note 1.
Second, legislation has already installed fragmented property rights. The one “who owns” may be entitled to specific rights, e.g. retrieval rights, access (re-use), use rights. These rights are of different nature and mirror different legitimations for each entitlement. In the retrospect, the Lockean “added labour” concept (which, in consequence, would assign full title to the processor) loses persuasive power with regard to data. Recent opposition by economists, competition lawyers and consumers support the proposition that the contrary may be true. Also a focus on innovation (either with reference to anticommons\textsuperscript{165} or to competition and existing access rights\textsuperscript{166}) might equally prove too narrow. A second look reveals a more complex topography of data where public and competing private interests overlap.

These insights must have to be absorbed by the design of the future data constitution.

4 Elements of the Data Constitution

4.1 Preliminaries

How does a data constitution for a just, political equal, in a liberal sense free and economically prosperous society look like? As a starting point, the metaphor of “data as new oil” has to be taken more seriously.\textsuperscript{167}

As to the object, the qualitative descriptions of “renewability” or “re-use” signal fundamental differences compared to the classical commodities. These qualifications tend to limit data to their immaterial, inexhaustible, non-rival qualities, and bring the debate home to IP law. However, this framework oversees the societal public dimension of data. Buzzwords such as smart cities/houses/energy, robots for elderly care (“e-care”), facial recognition, social scoring, aerial postal delivery, medical applications (“e-health”), e-mobility delineate the playing field, but neglect data as “building block” of the digital


\textsuperscript{166} Ullrich, 2019, supra note 5, p. 29.

\textsuperscript{167} Scassa, 2018, supra note 55, p. 1.
economy. This is why Sjef calls for a more profound reflection of the “hybrid world”; something which is also caught in Ingrid Schneider’s “four models.” These works call for a normative re-irement. In future deliberations, Mancuso’s analysis on the different types of collective and diffuse interests might prove helpful to better understand the dimensions of data publicness. This exercise will help to reflect about the nature of data, beyond the three specifications of the current debate (supra 2). “Publicness” refers to a disruptive characteristic of the changing society which cannot be built solely on exclusive property as we know it. A gear shift is needed, comparable in weight with accepting incorporated firms as “legal” persons, and putting them on a par to natural persons by the end of the 19th century. I submit that it is the “public connotation” which is the driving force of the digital societal change. This is why Sjef’s reflections on property structures in data are much closer to the challenge ahead of us.

Publicness demands legitimisation. Two dimensions should guide our reflection, prosperity and social freedom. With John Rawls, legitimate wealth generation demands that efficiency gains which result in economic and social inequalities as a consequence of a capitalist division of labour finance redistributive policies. Profits based on data use are either to be taxed or profits have to be shared in other ways with the (raw) data providers. With Polanyi, capitalist markets will only deliver societal freedom, when market institution are re-embedded in societal institutions. Considering that data is as much a “fictitious commodity” as land, labour and money, society as a whole has to “to use the instruments of democratic governance to control and direct the economy to meet our individual and collective needs”, as Fred Block rephrases Polanyi’s central thrive. The consequence for a data constitution is that we reflect about on how data entitlements are framed by entitlements of and responsibilities vis-à-vis others.

168 The CJEU Cases 434/15, Elite Taxi (ECLI:EU:C:2017:981), 320/16, Uber France (ECLI:EU:C:2018:221), and 390/18, Airbnb Ireland (ECLI:EU:C:2019:1112) shed light on the public policy ramifications of regulative public transport and housing policies which may override (either by EU or national regulations) the general regulations on service liberalisation. M. Inglese, *Regulating the Collaborative Economy in the European Union Digital Single Market*, Cham, Springer, 2019, p. 34 rightfully describes the status quo as ‘piecemeal approach’ paving the way to future litigation in other service sectors. If it “undermines” (p. 34) the completion of the EU’s Digital Single Market remains to be seen.

169 Sjef enjoys challenging his students when he exposes to them: “You are data!”.

170 Schneider, 2021 (forthcoming), *supra* note 14: (1) The collective/private model (micropayments), (2) state ownership, (3) commons, (4) trust.


Doctrinal elements of the data economy will be “governance” and “fragmented titles”. It does not come as a surprise when social scientists and technicians work on “guidelines on algorithms” and “AI ethics”. These approaches are geared towards securing personal freedoms and freedoms to operate, against both full proprietary discretion and full state control. These debates are in search of governance forms for an emerging data economy. The discussion has shifted to securing “self-sovereign identity” (by way of blockchains), and “data governance”. The general support of these projects gives evidence that society does not accept data control as full proprietary disposition. Freedoms are to be secured, not as in the 18th century, “via” property against the sovereign, but “against” entitlements dubbed “property”. What is needed is, in Sjefs words, “unbundling” which gives way to a fragmented structure allowing “time management of access”. It is this perspective which demands reforming “property” as a central societal institution for modern societies. Property as an institution has survived the transformation from feudal reign, over the industrial revolution towards the constitutionally embedded property as regulated institution. However, it underwent change. Land today is conceived as private commodity, but few owners can use it as they please. In all legal systems (yet by different doctrines), water use is detached from the title to land. Firms are private entities, but heavily governed by corporate and collective labour law. Financial assets underlie regulation. Neither knowledge nor natural resources are today submitted to the basic appropriation rule of § 950 BGB.

As to methodology, the templates of private property and IP law have to be merged, and be further developed in the light of the already emerging structures. The modern structure of IP-law (fragmented, flexible, input sensitive, public policy balanced) and the power sensitivity which property law has been cultivated for over 200 years (coalesced in values and principles) are to be brought together. Property law should take two central insight from IP law on board. First, for the proper delineation of entitlements is not enough to delimit the object. Residuary rights of upstream input providers, and freedoms of downstream users re-define the content of the entitlement. IP law takes time and the

175 As proposed from the competition law’s perspective by the OECD, Algorithms and Collusion: Competition Policy in the Digital Age, Paris, OECD, 2017, p. 50; see also the deliverables of a German Government (BMBF) funded interdisciplinary research project ‘Governance von und durch Algorithmen’ (engl.: Governance of and by algorithms), available under https://goal-projekt.de/ (accessed 29.9.2020).
177 Schneider, 2021 (forthcoming), supra note 14.
178 Van Erp, 2020b, supra note 1, p. 23.
179 Van Erp, 2020c, supra note 12.
dynamics of data flows on board. This is where traditional property law falls short: It leaves the definition of use rights all to the contractual bargain of the parties, complemented – where necessary – by public regulation. It has neglected its role to theorize legitimate use rights. Where stipulated in regulation, these were accepted as imposed. But use rights in contracts, code of conducts, collective arrangements have not been understood as societal shift from property rules to liability rules (sic. “access”).\textsuperscript{180} Second, IP law teaches how “control through the chain” can be limited by doctrine. Effective devices are developed for both bilateral contract relationships and multilateral arrangements (“barriers theory” in copyright, collective societies, clearinghouses, pooling and collective governance of rights).\textsuperscript{181} Some projects emerged as self-governed industry initiatives,\textsuperscript{182} others were induced by regulation,\textsuperscript{183} others emerged from private collective societal action.\textsuperscript{184} For all arrangements it is key to identify the individual, the collective, the diffuse, and constitutionally embedded public interests of market-oriented mass societies with regard to data.

Building on these reflections, I submit that five data principles have emanated.

\section*{4.2 Five Data Principles}

\subsection*{4.2.1 Input Recognition (PIC)}

The first principle that the data constitution has to take on board is the recognition of input data (“access right type 1”). Data, by default, cannot and is not assumed to be “res nullius” or “public domain”. The GDPR and Dir. 2018/1807 already acknowledge prior informed consent (PIC) and retrieval rights which give credit to the value both for the person and for businesses (which encompass delivery of information, control for purpose-compliant use, correction of false second layer analysis, erasure). On the national level, regulations acknowledge clients “data ownership” e.g. for energy consumption


\textsuperscript{183} Participation Rule for the EU Research Funding Programm ‘Horizon 2020’, commented by C. Godt, ‘Artt. 179-190 AEUV (Forschung, technologische Entwicklung, Raumfahrt)’, in M. Dauses/M. Ludwigs (Eds.), \textit{Dauses Handbuch für Europäisches Wirtschaftsrecht}, München, Beck, 44th complement 2018, paras. 44-70.

\textsuperscript{184} Most noteworthy the open source movement for software (GPL-License), Creative Commons.
data.\textsuperscript{185} As of 2020, it is safe to say that data originators’ rights have become acknowledged by law.\textsuperscript{186} This recognition rebuts the economic default reflex that that “data has no value”\textsuperscript{187}; they only have no commodity value. As elementary “bricks” for further procession they have a quintessential value.

In legal terms, the entitlement is not simply lost (model § 950 German Civil Code) or absorbed by the subsequent processor (model public domain). Recent laws rather take reference to the dual model of copyright and to structures of data protection (where personal data remains linked to the person). For non-personal data the situation appears still more complex. As far as machine generated data is concerned, the data is rather attributed to the owner of the machine or to the owner of the object tracked (\textit{supra} 3 c and d, mirrored by the fact that service providers require data providers by contract to transfer rights for use and re-use).\textsuperscript{188}

Beyond the initial PIC and the retrieval (erasure) right, many questions remain to be discussed. How far do consent and determination go? Can withdrawal of consent with regard to personal data be overridden by stipulated processing justifications (Art. 6 GDPR)? Should remuneration be introduced?\textsuperscript{189} Despite the fact that Art. 9 GDPR frames how to weigh individual and collective rights in Art. 9 GDPR, there is no cogent graduation of sensitive, pure personal or non-personal nature of data in the sense that the more sensitive the information is to a person the stronger is the determination right.\textsuperscript{190} The reason is that the reference points are different. For personal information it is human dignity protected by Art. 1 and 8 EU Charter of Fundamental Rights, Art. 8 European Convention on Human Rights and under national constitutions (such as Art. 1 German Constitution). For business interests, it is the “freedoms to operate”, as protected by economic freedoms under internal market rules, competition law, Art. 16 EU Charter of Fundamental Rights and national constitutions (such as Art. 12 German Constitution). Yet, the conceptual issue appears broader. It saddles up to the debate for recognition of “input” information in related fields,

\textsuperscript{185} As reported by Deloitte Study 2017 (\textit{supra} note 20) for the UK on p. 333.
\textsuperscript{187} Atik/Martens, 2020, \textit{supra} note 71, p. 8; Schneider, 2021 (forthcoming), \textit{supra} note 14, p. 17.
\textsuperscript{188} For the agricultural sector \textit{supra} 3c; for the energy sector Deloitte Study 2017, \textit{supra} note 20, p. 333.
\textsuperscript{189} This proposition of Jaron Lanier is discussed by Schneider, 2021 (forthcoming), \textit{supra} note 14, p. 9, and pp. 16-18.
\textsuperscript{190} Note the differences in data protection across Europe, and especially with regard to sensitive biomedical data. In comparison, patients and clients are attributed less control about their biomedical data than their general data. Some states only acknowledge only a one-time approval right (no right to revocation), while other do. While purposing for general data is the rule; it is the exception for sensitive medical data. E.g. Germany does not allow purposing; while many other states so, see Godt \textit{et al.}, 2021 (forthcoming), \textit{supra} note 24, comparative remarks to cases 7 and 8. This restriction of personal data sovereignty is legitimized by the research freedom and public health policies.
such as traditional knowledge of communities, \textsuperscript{191} “property” in genetic resources of provider countries \textsuperscript{192} (in Western terms “sovereignty”), biomedical information of patients. \textsuperscript{193} In inverse terms, the debate take reference to limits on the appropriation of chemical compounds, \textsuperscript{194} and the contested debate around results emanating from public research. \textsuperscript{195} These debates recur to claims to data sovereignty by indigenous peoples, \textsuperscript{196} data retrieval rights of private individuals or business machine owners with regard to their “data property”, and they will occur with regard to re-use claims. These rights do not protect the commodity value, but a participatory right in form of a veto position. It is this characteristic which renders them highly-personal, thus mostly non-transferable as commodity (but inheritable).

### 4.2.2 Re-use Rights

A second principle is acknowledging use rights (“access right type 2”). Evidently, those entitlements to data are not “absolute” in the classical sense; access rights, by their nature, are relative. Neither do they depend on a pre-existing absolute right. \textsuperscript{197} Their legitimacy stems from the characteristic of publicness of data, and the economics of the digital economy (inverse proportional returns of production costs and customers; network

\begin{footnotes}


\textsuperscript{193} On the diverging constitution of this information among European countries, see comparative remarks to case 7, in Godt et al., 2021 (forthcoming), supra note 24.


\textsuperscript{195} Godt, 2007, supra note 32.


\textsuperscript{197} Rightfully stressed by J. Drexl, Designing Competitive Markets for Industrial Data – Between Propertisation and Access, 8 JIPITEC 257 (at 291, para. 184).
\end{footnotes}
externalities). The necessity to grant access rights is currently strongly driven by competition concerns, either for creating new markets or containing market dominance. As envisioned by the ALI-ELI principles (supra fn. 109), the access right for re-use is conditioned by a prior relationship which justifies access (“co-generation”) or competition needs as regard to a bottle-neck situation. Yet, the threshold of granting an access right cannot only be determined by the measures of competition law (“dominant position”), as Axel Metzger seems to argue. The threshold is dependent on the “publicness” of the data set.

Be it for competition reasons or for the intrinsic interests of re-users, the scope of access rights depends on the scope of the collective qualities of the data, the commercial character of a given data, and the structure of the division of labour in the given sector. Their legitimacy rests on economic (individual and collective rights to operate) and public interests (such as industrial policies). Building on research about the sequential character of progress in research driven industries, competition lawyers have called for access rights (sharing rights), and advise the European Commission to support self-governing arrangements. They advocate standards of interoperability when collecting data and the definition of access entitlements. The European Commission responded swiftly.

The next step is to find a standard for when access is to be granted to continuous data.

Aside of direct claims, trusted third parties/trustees/stewardships have been proposed and in some cases tested. The German Data Ethics Commissions called for sectorial pilot projects. Various governance options in order to mitigate competing interests are

---

198 Crémer/Montjoye/Schweitzer, 2019, supra note 98, at p. 2. With regard to network externalities they explain: “The convenience of using a technology or a service increases with the number of users that adopt it.”

199 For the European debate see Crémer/Montjoye/Schweitzer, 2019, supra note 98 for the German debate see Draft proposal for the 10th Revision of the German Law against Competition Restraints (GWB), https://www.bmwi.de/Redaktion/DE/Downloads/Gesetz/gesetzentwurf-gwb-digitalisierungsgesetz.pdf.

200 A. Metzger 2020, supra note 66.


202 Crémer/Montjoye/Schweitzer, 2019, supra note 98.


204 Crémer/Montjoye/Schweitzer, 2019, supra note 98, p. 107.

205 Some are listed in Schneider, 2021 (forthcoming), supra note 14, pp. 22-25; for initiatives in the agricultural sector see Atik/Martens, 2020, supra note 71, pp. 32 et seq.; for proposals in the automotive sector: Metzger/Mischau, 2020, supra note 20.

206 The German Data Ethics Commission (GEK), 2019, supra note 6, p. 134.
discussed. The problems with building up these structures is the classical collective action problem (sic motivation), and structural “co-opetition” trade-offs between competition and cooperation. Yet, cultural preferences might also be taken into account. The French tradition tends to work with co-ownership constructions for overlapping entitlement, the German traditions tends to prefer the assignment of “absolute” positions which are moulded into arrangements which force parties into negotiations. In IP-law, the dependency principle which grants full proprietary injunction power to both subsequent patent holders is an example for the German template. It is up to the regulator to devise sectorial arrangements which fit the needs.

4.2.3 Scoping Private Sovereignty

The third principle is “Scoping Private Sovereignty”. “Private Sovereignty” substitutes the word “ownership”. “Private Sovereignty” implies limited autonomy and fragmentation. “Private sovereignty” is closer to the use of the term “property” in the common law tradition, and appears open for an autonomous European re-definition. While common law lawyers would agree that the factual control of the processor is a “proprietary entitlement”, continental lawyers would deny. “Private sovereignty” is the power of the individual to dispose of and manage his/her data entitlement. Thus, a processor who acquired data is free to use, accumulate, analyse, sell it in the limits of the prior agreed terms and adjacent regulations. The processor may “add labour and investment”, and sell the processed product with profit. The central difference to classical commodities is the following. Access entitlements remain in place and do not perish. The “adding of labour” has no effect as to full title acquisition; “access right type 1” do not fully perish. The pooling of data may transform former individual entitlements into something like a common which again gives way to “access rights type 2”. Both types of limitations, though, are familiar to IP-lawyers.

For property lawyers, respective limitations are reflected in Locke’s acquisition theory for natural resources. Locke argues that legitimate extraction is bound to provisos (no spoiling, only as much as necessary). Natural resources can be compared with pooled data to the degree that common’s nature of data collections stems from the input of many, while with natural resources the common nature is based on conflicting use of many. In

207 For design principles in general see Schneider, 2021 (forthcoming), supra note 14, last section ‘Datentreuhandschaft-von der Idee zur Praxis’ (pp. 21-25).
209 As Atik/Martens, 2020, supra note 71, pp. 33-35 explain, the detrimental lock-in effects which come with proprietary integration often are linked to advantageous services or package deals.
210 E.g. German Federal Supreme Court (BGH) in Gummeliacstische Masse II, decision of 22.3.2005, Doc.No. X ZR 152/03, BGHZ 162, 342; also BGH in Orange Book Standard, decision of 6.5.2009, Doc.No. KZR 39/06, BGHZ 180, 312 – which requires the party who is granted a use right has to deposit a security corresponding to the sum demanded by the patent owner.
211 Explained for property law by Clarke, 2020, supra note 127, pp. 49 et seq.
this regard, similar limitations appear sensitive. The commons’ quality of data collections gives rise to the need of interoperability (to be operationalized by technical standards, either collectively convened [supra example 3 c] or publicly imposed\(^\text{212}\)). Thus, access rights are not only a consequence of competition policy needs. They stem from the cumulative nature of the raw data (“publicness”). In the same vein, the general acceptance of non-discrimination standards for algorithms is to be explained both by the communal origin of data and the consequences for affected individuals (comparable to the integration of discrimination standards, which were still rebutted in the 70s, but got finally “internal” private law by way of the direct impact of fundamental rights\(^\text{213}\)).

In order to give guidance to the legal architecture of data, a general “data act” as proposed by Sjef might be helpful. It would clarify the notion of the various entitlements, and define the connecting points. In addition, it should lay down some limiting rules (sic “cut-off points”), such as time limitations, and doctrines equivalent to the exhaustion principle in IP, in order to mutually protect freedoms to operate\(^\text{214}\).

### 4.2.4 Publicness

The publicness of data gives rise to two separate dimensions, inherent publicness and eminent domain.

Beyond personal data, machine data or data created and funded by the state (discussed above), there is data with an inherent publicness. The number of bees in my garden is not simply a private information, nor the diversity of birds, nor the stratigraphy of the soil layers under my house. The coronavirus app spotlighted this structure (supra 3 d). Data has inherent public characteristics. As such, they are often commons\(^\text{215}\). The central teaching from this observation is the following: data does not simply “miss” commodity characteristics (for being non-rival, non-exclusive) which need to be re-sculptured by law through the assignment of a right to exclude/participation right. There is a public dimension. For personal data, this dimension is captured by the value of privacy as a building block for liberal societies. Non-personal data have a public dimension as far as the freedom to operate is concerned as a value embodied in market economies. I hereby

\(^{212}\) Such as the Payment Services Dir. 2015/2366, OJ 2015 L 337, pp. 35-127.


\(^{214}\) On a modern judicial re-reading of “exhaustion” in digital environments see Godt, 2021b (forthcoming), supra note 24.

contradict the position that geographic, morphological and chemical “primary data” of land can be assigned by default to the land owner, as opposed to “computed data”, especially when aggregated with other farmers’ data. While “computed data” seems to be considered in the ownership of the aggregating company, the claim is that “data collected from farmers should remain the property of the farmers”. The simplicity of the binary juxtaposition between provider and processor should be opposed. I submit that the farmer may hold an entitlement to the geological data, but he/she does not “own” it as he/she does the land – due to the public characteristics of land. He/she is “trusted” with the information. The inherent commons quality may be operationalised as the anchor for participation in the form of remuneration, if the collective is well defined and representation is possible. Yet, the emerging problem of all these forms of immediate remuneration appears to be collusion. In a case such as “agricultural data”, remuneration would flow from big data processors (e.g. BASF/Monsanto) to farmers representations. I submit that it is preferable to organise “societal participation” via taxes which will be spent under democratic control (and might enhance digital education and profound reflection on conflicts in digital development). The governance of inherent publicness requires a public policy which is entrusted to the state.

Very different from the “state public policies” is “state sovereignty” which some states have claimed about data on their territory. This approach is embraced for COVID-19 apps e.g. by Australia, a state not suspect of being socialist. This practise coincides with academic propositions such as the one of Evgeny Morozov. The underlying idea is “eminent domain”, close to the notion of public property. The European Union has enacted harmonizing regulation, in order to contain policies in this regard. Yet, the different conceptual (cultural) notions will not be fully discarded this way. Whereas in Germany, public property is a singular and exceptional category encapsulated in public law (and rejected as a special category of “property”), the recently enacted new Belgian

---

216 Kritikos, 2017, supra note 140, p. 17.
217 Id., p. 47.
218 Implied by Schneider, 2021 (forthcoming), supra note 14.
219 Van Erp, 2020b, supra note 1, p. 9.
221 Discussed by Schneider, 2021 (forthcoming), supra note 14.
222 Van Erp, 2020b, supra note 1, p. 11.
223 Both in general for non-personal data (Reg. 2018/1807, OJ 2018 303/59), and for specific data such as Corona infections, see Commission Recommendation 2020/518 of 8 April 2020 on a common Union toolbox for the use of technology and data to combat and exit from the COVID19 crisis, in particular concerning mobile applications and the use of anonymised mobility data, OJ 2020 L114/7, in more depth van Erp, 2020b, supra note 1, p. 9.
Civil Code acknowledges “public property”, and does not limit its management to the state.\(^{224}\)

These conceptual differences have to be taken into account when pondering about “publicness” of data across Europe. Having said this, “inherent publicness” should not be confused with “eminent domain”, “public property” or even “public domain” (res nullius).

### 4.2.5 Legitimacy and Operationalization

Legitimacy of data governance is conferred by external and internal means. Democratic decision making legitimizes public rule making by way of external control; transparency and actor’s accountability provides for internal legitimation.\(^{225}\) The external frame is programmed by existing rules, such as Art. 345, 114, Art. 20 EUT/Art. 326 TFEU, and pertinent IP-laws. Internal legitimacy emerges from codes of conduct, standards which respond to economic and non-economic interests and liability rules.

Aside of the “General data act” proposed by Sjef, the complexity of conflicts of interests in data might require further finetuned operationalization by sectorial rules. E-health requires a different balance between highly personal information on the one hand, and public policy on the other hand, compared to the various actors of the automotive sector (repair; e-mobility). Building on experiences in the finance and agricultural sectors, I expect further sectoral regulation emerging for health-related data (building on EC directives such as Dir. 2004/23/EC,\(^{226}\) Dir. 2006/17/EC,\(^{227}\) and Dir. 2006/86/EC\(^{228}\) ) or energy data. The frameworks for these sectorial rules may differ. Some may remain purely self-regulatory, others may emerge as specific block exemptions under competition law (e.g. for the automotive sector) and others as direct sector regulation.

---

\(^{224}\) Article 3:45 new Belgian Civil Code (adopted by Parliament on 30 January 2020), defines public property as belonging to the private domain, unless meant to be used in the public domain.

\(^{225}\) Scassa, 2018, supra note 55, p. 3.


5 Conclusion: Framework Thinking

The analysis has shown that we neither can nor should escape the discussion on “data ownership”. Yet, the term “data ownership” may not always bring the debate forward, due to unsurmountable conflicts of political interests. Against this background, an academic debate on the rationalities of why and to whom we assign entitlements to data is even more necessary. Established terms should not stand in the way, but be exploited for their historic depth. The aim of the article was to highlight the inherent “public” characteristics of data which shift the balancing exercise to include a broader set of policies and interests in an exercise of framework thinking. The tacit underlying idea is that “data entitlements” (colloquially dubbed as “ownership” or “property rights”) will emerge regardless of a public debate which rejects them. They are already emerging gradually by piecemeal regulation and judicial intervention. We are better aware of these strong unfolding societal forces driven by technological development. As academics, it is our task to observe what is happening, and to accompany the process by way of a conceptual discourse among us. Sjef, we are looking forward to further inspiration!
Bram Akkermans and Anna Berlee (eds.)
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